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Dark web resource
Parents and carers feedback form
Thank you for agreeing to give us feedback  on a new resource we are developing about the  ‘dark web’  and how it might be used by young people. Your feedback will help us make the resource informative, helpful and engaging.  If you would like some more information about the Dark Web before giving your feedback, please read What is the Dark Web? 
A survey we carried out found that many people did not know much about the Dark Web, and were unsure what they should do if they found out that their child had accessed it. We plan to create a resource for parents and carers to educate them on the Dark Web and help them to support their children to stay safer online. 
The resource for parents and carers will include a short video and a factsheet. 
What information will the resource include? 
	Content plan

	What are the different parts of the internet? 
	A short introduction of the parts of the internet (the open web, the deep web and the dark web) using a diagram to help explain. 

	How do people access the dark web?
	Information on TOR – a piece of software needed to access the dark web, including what it is and how it can be used. 

	Why do young people use the dark web? 
	Reasons why children and young people may use the dark web. This will include legal and illegal reasons. 

	Should I be concerned about my child using anonymity software like TOR?
	Statistics around people’s use of the dark web. 

It will be made clear that using the dark web is not illegal – it’s what can be done on it that may be illegal. 

It will be made clear that lots of the risks on the dark web are the same as those on the open web. 

It will outline some of the risks children and young people face when using the dark web. 

	What should I do if I find out my child has accessed the dark web?


	Advice to parents and carers including: 
· remain calm

· have an honest talk with your child (including questions to ask)
· recognise and red flags or warning signs
· make sure their child knows who to talk to and how to report 

· understand where they can report concerns or get more help 

	How can I help protect my child? 


	Advice to parents and carers including: 

· set up parental controls 
· support your child to use a Virtual Privacy Network, or ‘VPN’ instead of Tor. 
· help re-direct your child’s skills/interests

	Case study
	An example of young person who has accessed the dark web. It will include details on how the parent/carer dealt with the situation and supported their child, and what happened as a result. 


Please give us your feedback by completing the survey at: 

https://www.surveymonkey.co.uk/r/WSFZVYV
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